*Questions*

1. The Privacy Policy on personal data is best described by the lines “Your privacy is very important to us. We designed our [Data Policy](https://www.facebook.com/about/privacy/) to make important disclosures about how you can use Facebook to share with others and how we collect and can use your content and information. We encourage you to read the [Data Policy](https://www.facebook.com/about/privacy/), and to use it to help you make informed decisions.“ This states that the personal data policy is basically about how users can share data with others on Facebook, and how Facebook collects this information as well as how they can use it. “For content that is covered by intellectual property rights, like photos and videos (IP content), you specifically give us the following permission, subject to your [privacy](https://www.facebook.com/settings/?tab=privacy) and [application settings](https://www.facebook.com/settings/?tab=applications): you grant us a non-exclusive, transferable, sub-licensable, royalty-free, worldwide license to use any IP content that you post on or in connection with Facebook (IP License). This IP License ends when you delete your IP content or your account unless your content has been shared with others, and they have not deleted it.” This line does not directly reference Facebook’s data policy but does have a lot to do with it. It says that any content posted by users under intellectual property rights, can be used by Facebook under the same license, they can use it freely, make it free for use (No royalty), and publicly use it for many different things (Not under private terms).
2. Cambridge Analytica is a political data firm that is based in the United Kingdom. They have been in the news recently because they bought and used private information of over 50 million users on Facebook, which is more blown out of the water by the fact that Facebook knew what the firm was doing since 2015, but didn’t do anything about it.
3. Facebook is enabling the spread of misinformation because they allow Cambridge Analytica to use their users information to misinform them about politics and allowed Donald Trump to win the US presidential election.
4. It is impossible because third party programs exist that take your information without your consent, they can find a lot of information so you can’t truly be safe from them. The second reason is because your friends could post some personal information about you and revealing it by mistake, while trying to do something else, potentially. The final reason is that even if you delete your social network/media accounts, the information from them/ a copy of them remains on the database of the provider of the service in most cases.
5. This is true in most cases for a few reasons. The first reason is that if it is a free software, it is most likely a largely used software, and to keep it running, the developers need some way to pay for it to keep going and there’s only so many ways for them to do that. The second reason is that free softwares are often growing so to pay the developers, the creators need some source of income which they can get from the users or “products”. The final reason this is true is because it is commonly known that most social media/social networks that are free use the user’s information for personal gain. Therefore, this statement is very true and very real.
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